
Taller Autodefensa Digital 
ante el Ciberacoso 
a través de Fanzines

Duración: Tres sesiones presenciales de 90 minutos + acompañamiento semanal

Modulo3

Presentación del Taller

Página 1 de 10



Artivista e 
Investigadora Autogestiva

LLOYKA PEREZ

laloica@anartist.org

social.anartist.org/@laloica

Modulo3

Presentación de quien facilita el taller.
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MÓDULO 3 : FINALIZACIÓN Y
DIFUSIÓN DE LOS FANZINES

Taller practico de creación de Fanzine Colaborativo y 
Finalización de Fanzines grupales.

Modulo3

Presentación modulo 3: Finalizacion y Difusión de los Fanzines.
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1.Cómo identificar el ciberacoso
2.Que hacer en los primeros

minutos de un ataque digital.
3.Como apoyar a alguien que esta

viviendo ciberacoso.

Modulo3

Actividad practica para confeccionar el fanzine colaborativamente. 

Divida a lxs participantes en 3 grupos de n° igual de personas. 

Los grupos se auto identifican con un numero del 1 al 3 y se les asigna una pregunta y una
hoja de papel que es el espacio donde deben de crear su pagina  que da respuesta a la
pregunta que se les ha asignado. 

Se pone a disposición, lapíces, pegamento, tijeras y revistas para recortar apoyo visual. 

Esta permitido buscar en el material del repositorio web para responder a la pregunta. 
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¿Qué es el ciberacoso?

Se define como un comportamiento intencional y
repetido que usa dispositivos electrónicos o
medios digitales para dañar, amenazar o avergonzar
a otra persona.

Según Cibermujeres, el ciberacoso es una forma de
violencia en línea contra las mujeres que busca
intimidar, controlar o silenciar.

Modulo3

Respuesta Pregunta 1 

Página 5 de 10



Documentar: capturas de pantalla, URLs, hora, fecha.
Bloquear y reportar al agresor/a o contenido.
No interactuar directamente con la cuenta agresora.
Proteger datos personales (revisar contraseñas,
visibilidad).
Buscar contención emocional y comunitaria.
Solicitar apoyo técnico o legal si el caso escala.
Denunciar colectivamente: registrar incidentes para
construir estadísticas y memoria.

CÓMO ACTUAR ANTE UN ATAQUE

Modulo3

Respuesta Pregunta 2
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PRÁCTICAS TÉCNICAS DE AUTOCUIDADO DIGITAL

Prácticas recomendadas:

Usar contraseñas seguras y únicas.
Habilitar autenticación en dos pasos.
Actualizar software con regularidad.
Revisar la configuración de privacidad.
Limitar permisos de cámara, micrófono y ubicación.
Hacer copias de seguridad cifradas.
Cuidar la energía: pausas, descanso, desconexión.

Modulo3

Respuesta pregunta 3
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Escaneo de trabajos.
Maquetación
Impresión

TALLER
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Revisión de trabajos
Observaciones y compromisos para
terminar fanzines. 

TALLER
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https://ciberacoso.neocities.org

Modulo3

https://ciberacoso.neocities.org/ 

Este sitio web es el repositorio donde pueden encontrar toda la bibliografía, material extra
y links de interes para investigar más sobre CiberSeguridad, Autonomía digital, Fediverso y
Fanzines.

Página 10 de 10

https://ciberacoso.neocities.org/

